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Evidence on the Costs and Benefits of Health Information Technology

The complexity of modern medicine exceeds the inherent limitations of the unaided human mind.
—David M. Eddy (1990)

Introduction and Summary

Information plays a key role in health care. Providers such as physicians and hospitals generate and process information as they provide care to patients. Managing that information and using it productively pose a continuing challenge, particularly in light of the complexity of the U.S. health care sector, with its many different types of providers, services, and settings for care. Health information technology (health IT) has the potential to significantly increase the efficiency of the health sector by helping providers manage information. It could also improve the quality of health care and, ultimately, the outcomes of that care for patients.

The term “health IT” generally refers to computer applications for the practice of medicine. Those applications may include computerized entry systems for physicians’ ordering of tests or medications, support systems for clinical decisionmaking, and electronic prescribing of medications. (The appendix provides more information about the different types of health IT and the terminology used in the field.) Some or all of those components are housed in the electronic medical record (EMR). The electronic health record (EHR) is the primary health IT package commonly purchased by a provider. It is an EMR with the capacity to send and receive data electronically and meets the requirements for interoperability.¹

When used effectively, EHRs can enable providers to deliver health care more efficiently. For example, they can:

- Eliminate the use of medical transcription and allow a physician to enter notes about a patient’s condition and care directly into a computerized record;²
- Eliminate or substantially reduce the need to physically pull medical charts from office files for patients’ visits;
- Prompt providers to prescribe generic medicines instead of more costly brand-name drugs; and
- Reduce the duplication of diagnostic tests.

The adoption and proper use of EHRs could also improve the quality of health care. Among other things, they could:

- Remind physicians about appropriate preventive care;
- Identify harmful drug interactions or possible allergic reactions to prescribed medicines, and
- Help physicians manage patients with complex chronic conditions.

¹ Interoperability describes the capacity of one health IT application to share information with another in a computable format (that is, for example, not simply by sharing a PDF [portable document format] file).

² Many physicians use voice dictation to document and report the results of examinations and procedures. Medical transcription is, in its simplest sense, the process whereby those dictated notes about a patient’s care are converted into a typewritten format.
Box 1.
The Office of the National Coordinator of Health Information Technology

The Office of the National Coordinator of Health Information Technology (ONC) manages the federal government’s activities in two main areas: the development of standards necessary to achieve the interoperability of the large number of varying applications of health information technology (health IT) and the facilitation of information exchange.

**Developing Standards to Ensure Interoperability**

To establish processes for identifying standards with which health IT systems must comply and for certifying that the standards are being met, the Department of Health and Human Services (HHS), through ONC, set up the Health Information Technology Standards Panel (HITSP). The panel’s overarching task is to promote interoperability in health care—the ability of systems and applications to communicate with each other. HHS also awarded a three-year contract to the Certification Commission for Healthcare Information Technology (CCHIT) to develop and evaluate certification criteria and create an inspection process for health IT.

As the standards process is currently set up, the HITSP develops industrywide health IT standards and recommends them to the Secretary of Health and Human Services, who first “accepts” them and then one year later officially “recognizes” them for use in federal health IT applications. (Such applications include those used by the federal government—for example, in the Veterans Health Administration—and by federal contractors.) The panel uses the one-year period to refine the instructions given to vendors for complying with the standards. The standard-setting process is designed to minimize the number of unworkable standards that are issued rather than to maximize the speed with which standards are set. Private-sector health IT users are not required to comply with the federal standards; nevertheless, the federal standards have become the de facto industry measure for achieving interoperability.

Health IT vendors who wish to have their products certified as compliant with new federal standards can submit those products for examination by CCHIT. Certified electronic health record products should be able to communicate and operate with other similarly certified systems.

**Facilitating Health Information Exchange**

To ease the electronic exchange of health-related information, HHS funded the creation of prototypes for organizing the components of the National Health Information Network (NHIN). ONC describes the NHIN as a “network of networks,” built out of state and regional health information exchanges (and other networks) to link those various networks and the systems they in turn connect. The NHIN’s mission is to develop a national capability to exchange standards-based health care data in a secure computer environment.
Many analysts and policymakers believe that health IT is a necessary ingredient for improving the efficiency and quality of health care in the United States. Despite the potential of health IT to increase efficiency and improve quality, though, very few providers—as of 2006, about 12 percent of physicians and 11 percent of hospitals—have adopted it. An important question for policymakers, therefore, is whether—and if the answer is yes, how—the federal government should stimulate and guide the adoption of health IT.

The Bush Administration has set the goal of making an EHR available for most Americans by 2014. In 2004, it established the position of the National Coordinator for Health Information Technology in the Department of Health and Human Services to help bring about the broad adoption of health IT (see Box 1). Other federal agencies that finance health care or provide it directly have also taken steps to encourage adoption or to use health IT in their own clinical operations. Proposals before the Congress would expand the federal government’s current activities by, among other things, mandating the use of some types of health IT, such as electronic prescribing (“e-prescribing”); offering financial incentives to providers who use health IT; and increasing the funds available for grants to purchase systems for providers.

This Congressional Budget Office (CBO) paper focuses on evidence about the benefits and costs of health IT and identifies and analyzes barriers to its adoption. Research indicates that in certain settings, health IT appears to make it easier to reduce health spending if other steps in the broader health care system are also taken to alter incentives to promote savings. By itself, the adoption of more health IT is generally not sufficient to produce significant cost savings.

The most auspicious examples involving health IT have tended to involve relatively integrated health systems. For example, Kaiser Permanente is a large staff-model health maintenance organization (HMO); the health plan and hospitals are jointly owned, and the providers work for the organization. For such a plan, reducing the number of unnecessary office visits (for patients’ concerns or issues that could be handled to their satisfaction through telephone or e-mail consultations), for example, benefits the providers, the health plan, and the patients: It may lower the HMO’s costs for providing health care—and thus improve the plan’s “bottom line”—while minimizing inconvenience for patients. Kaiser has implemented a systemwide EHR in its facilities in some regions. In those areas, physicians have used such consultations to reduce the number of unnecessary office visits (compared with the number in regions without electronic systems).

A number of integrated delivery systems, including Intermountain Healthcare, Geisinger Health System, and Partners HealthCare, have also implemented EHRs across their organizations, and officials believe that as a result the systems have improved the efficiency and quality of the care they provide. Some integrated systems have worked with health IT for decades. Intermountain Healthcare and the Department of Veterans Affairs (VA), for example, both began using computers to help manage clinical data in the 1970s. The VA has successfully implemented a systemwide EHR in a health care system that serves nearly 6 million patients in more than 1,400 hospitals, clinics, and nursing homes (Department of Veterans Affairs, 2008). According to the agency, its use of health IT has reduced its costs and greatly improved the quality of its care. (A recent Congressional Budget Office report [2007a] discusses the VA system in greater detail.)

For providers and hospitals that are not part of integrated systems, however, the benefits of health IT are not as easy to capture, and perhaps not coincidentally, those physicians and facilities have adopted EHRs at a much slower rate. Office-based physicians in particular may see no benefit if they purchase such a product—and may even suffer financial harm. Even though the use of health IT could generate cost savings for the health system at large that might offset the EHR’s cost, many physicians might not be able to reduce their office expenses or increase their revenue sufficiently to pay for it.

---

3. Rates of adoption vary by the definition of health IT used in a particular survey. The rates given here are based on the adoption of health IT systems that include all or most recommended functionalities—such as electronic documentation of providers’ notes, electronic viewing of laboratory and radiological results, electronic prescribing, computerized physician order entry, clinical decision support, and interoperability.

4. Those organizations are not integrated to the same extent as Kaiser. In general, the plans’ providers are salaried employees or act in close partnership with hospitals and one another. They are affiliated with a health plan that covers a substantial percentage of their patients, but they also treat a large number of patients who are insured through other, nonaffiliated plans.
For example, the use of health IT could reduce the number of duplicated diagnostic tests. However, that improvement in efficiency would be unlikely to increase the income of many physicians because laboratories and imaging centers typically perform such tests and are paid separately by health insurance plans. In cases in which a physician performs certain diagnostic tests in the office, reducing the number of duplicated tests would reduce his or her income. As a result, the capacity to avoid duplicating tests might not spur many physicians to invest in and implement a health IT system. Indeed, physicians might have a more powerful financial incentive to purchase additional office diagnostic equipment, for example, than to purchase a health IT system.

The search for improved efficiency in delivering health care has prompted numerous proposals for increasing the adoption of health IT. Two recent studies, one by the RAND Corporation and one by the Center for Information Technology Leadership (CITL), have estimated that about $80 billion in net annual savings is potentially attributable to such technology. Those studies have received significant attention, but for a number of reasons they are not an appropriate guide to estimating the effects of legislative proposals aimed at boosting the use of health IT. To take the RAND study as an example:

- The RAND researchers attempted to measure the potential impact of widespread adoption of health IT—assuming the occurrence of “appropriate changes in health care”—rather than the likely impact, which would take account of factors that might impede its effective use. For example, health care financing and delivery are now organized in such a way that the payment methods of many private and public health insurers do not reward providers for reducing costs—and may even penalize them for doing so.

- The RAND study was based solely on empirical studies from the literature that found positive effects for the implementation of health IT systems; it excluded the studies of health IT, even those published in peer-reviewed journals, that failed to find favorable results. The decision to ignore evidence of zero or negative net savings clearly biases any estimate of the actual impact of health IT on spending.

- The RAND study was not intended to be an estimate of savings measured against the rates of adoption that would occur under current law, but rather against the level of adoption in 2004. That is, the researchers did not allow for growth in adoption rates that would occur without any changes in policy, as CBO would do in a cost estimate for a legislative proposal.

One significant potential benefit of health IT that has thus far gone relatively unexamined involves its role in research on the comparative effectiveness of medical treatments and practices. Widespread use of health IT could make available large amounts of data on patients’ care and health, which could be used for empirical studies that might not only improve the quality of health care but also help make the delivery of services more efficient.

By making clinical data easier to collect and analyze, health IT systems could support rigorous studies to compare the effectiveness and cost of different treatments for a given disease or condition. Then, in response to the studies’ findings, they could aid in implementing changes in the kinds of care provided and the way those services were delivered, as well as track progress in carrying out the changes. Such comparative effectiveness studies could lead to reductions in total spending for health care because of the tendency in the current health care system to adopt ever more expensive treatments despite the lack of solid evidence about their effectiveness. The likelihood of such reductions in spending could be increased if the studies’ findings were linked to the payments that providers received or the cost sharing that patients faced, particularly if sufficiently strict cost-effectiveness thresholds were used (Congressional Budget Office, 2007b).

If the federal government chose to intervene directly to promote the use of health IT, it could do so by subsidizing that use or by imposing a penalty for failing to use a health IT system. From a budgetary perspective, the subsidization approach is less likely than a penalty to generate cost savings for the federal government because of the costs of the subsidies: Payments would end up going to those providers who would have adopted a health IT system even without a subsidy as well as those providers for whom the subsidy made the difference in their decision to adopt one. However, providers may respond differentially to a subsidy or a penalty depending on how those interventions are presented.
Evidence on the Adoption of Health Information Technology

A well-functioning EHR—comprising electronic documentation of providers’ notes, electronic viewing of laboratory and radiological results, e-prescribing, and an interoperable connection via a health information exchange with all other providers and hospitals in a community—could have a significant impact on medical practice (Jha and colleagues, 2006). For example, consider a physician without a health IT system. The physician has a paper chart for each patient, and the following steps may then be involved in the patient’s care:

- For each visit, the physician writes notes in the chart—or dictates them for later transcription—about the patient’s condition and treatment. The nurse who takes the patient to the exam room records vital statistics (pulse, blood pressure, and temperature) in the paper chart. The physician writes out any needed prescriptions and gives them to the patient to fill at a pharmacy. If the chart contains information on the patient’s allergies, the physician might check it to make sure the prescribed drug will have no adverse effects.

- If the physician decides to refer the patient to a specialist for a consultation, a portion of the patient’s chart will go to that provider in the form of a letter. In many instances, however, the specialist does not receive a letter and has no information other than what might be noted in a referral form. The patient must then fill out a medical history and other forms required by the specialist. Moreover, unless the referring physician includes results from recent lab and radiology procedures, the specialist may well order similar diagnostic tests. If the physicians are both part of a multispecialty medical group that sees patients in multiple locations, the entire medical chart may need to be delivered to the specialist’s office for the visit, risking the loss of the chart.

- Following the patient’s visit, the specialist sends a letter back to the referring physician, detailing the results of the encounter. If the condition is serious, the specialist will probably communicate by telephone.

By contrast, consider a physician who uses an EHR. In that case:

- The physician might use a “drop-and-click” menu to note some elements of the patient’s condition, reducing the need for handwriting or dictation and eliminating the delay—typically at least a week—in getting the transcribed notes into the chart.

- The EHR would automatically check any prescriptions for errors in dosing, allergies, and drug interactions; if the patient’s health insurance plan included a formulary (a list of prescription drugs approved for use), the physician could discuss information about prices and copayments while the patient was still in the office. The EHR might also have a feature that could suggest a drug that might be a better choice, given the specifics of the patient’s condition. The prescription would then be delivered electronically to the patient’s pharmacy.

- A referral to a specialist would also be handled electronically. The clinical information necessary for the visit to the specialist would be automatically transmitted to that office and would include the results of any diagnostic procedures that the referring physician had ordered, including digitized images from radiological procedures.

- Following the consultation with the specialist, that physician’s notes and recommendations would be electronically transmitted back to the referring physician’s office, where they would become part of the patient’s chart. Ideally, the EHR would substantially simplify operations in physicians’ offices; it would have a similar if not a stronger impact in hospitals, given their more complicated care and treatment regimens.

As interest in health IT has grown, several surveys have attempted to measure current levels of its adoption.

- A survey sponsored by the Robert Wood Johnson Foundation (and summarized in Jha and colleagues, 2006) estimated that 24 percent of office-based physicians used an EHR of one type or another.5 Physicians who worked in solo practices were less likely to have a health IT system than were physicians who worked in larger offices (adoption rates of 16 percent versus 39 percent, respectively).

A 2006 survey of nonfederal office-based physicians by the National Center for Health Statistics reported that 12.4 percent of them used a comprehensive health IT system, and an additional 16.8 percent said they used some type of system.6

Another study, by the Center for Studying Health System Change, compared rates of health IT adoption for two periods: 2000 to 2001 and 2004 to 2005. The study found that adoption of health IT by large practices continued to exceed adoption by smaller practices by as much as 38 percentage points (Grossman and Reed, 2006).

The rates of adoption of EHRs by hospitals appear to be similar to those of physicians, according to recent analyses:

Although the Robert Wood Johnson Foundation study mentioned above did not estimate the prevalence of EHRs in hospitals (because the available evidence was too limited), it concluded that only 5 percent of hospitals used computerized physician order entry (CPOE) systems, which are a key component of hospital EHRs (George Washington University, Massachusetts General Hospital, and Robert Wood Johnson Foundation, 2006).7

That conclusion is consistent with the findings of a 2005 study by Cutler, Feldman, and Horwitz, which found that 4 percent of hospitals were in full compliance with standards for CPOE, although an additional 17 percent of hospitals had made progress toward obtaining the technology. The Cutler team concluded that hospitals’ profitability was not associated with the use of CPOE—a possible reason for the low adoption rates.

Evidence on the Benefits of Adopting Health Information Technology

No aspect of health IT entails as much uncertainty as the magnitude of its potential benefits. Some analysts believe that the adoption of such systems could provide substantial savings by lowering the cost of providing health care, eliminating unnecessary health care services (such as duplicate diagnostic tests), and improving the quality of care in ways that might reduce costs (by diminishing the likelihood of adverse drug events, for example). Other analysts expect little effect on costs but some improve-

6. In the survey, reported by Hing, Burt, and Woodwell in 2007, an EMR system was deemed comprehensive if respondents answered “yes” to questions about computer applications for ordering prescriptions and tests and for test results and clinical notes.

7. Computerized physician order entry systems are electronic applications that physicians use to order medications, diagnostic tests, and other services.

8. Some analysts point to those trends as indicating that the U.S. government could increase adoption of health IT systems through subsidization but that such support would not necessarily result in the adoption or use of those systems’ more sophisticated features. See the later discussion on the question of a potential role for the federal government in speeding adoption of health IT.
ment in the quality of care. Another school of thought holds that health IT could bolster the quality of care but also increase expenditures on health care services—because improvements in quality would stimulate demand for additional services.

Wider adoption of health IT has the potential to generate both internal and external savings:

- **Internal savings** are those that can be captured by the provider or hospital that purchases the system; they are most likely to be in the form of reductions in the cost of providing health care—that is, improvements in the efficiency with which providers and hospitals deliver care.

- **External savings** are those that the provider or hospital that purchases the system cannot realize but that accrue to another such provider or perhaps the relevant health insurance plan or even the patient. Such savings might arise, for example, from the newfound ability of participants in the health care sector to exchange information more efficiently.

For integrated systems (such as Kaiser Permanente and the VA), more savings are internal than would be the case for providers that are not part of an integrated system. For example, integrated systems often have contracts with health insurance plans entailing that the systems assume the financial risk for the cost of prescription drugs and diagnostic tests, among other things, for the patients covered by those plans. As such, the systems can capture the savings from shifting their prescribing patterns toward generic drugs and reducing the number of duplicated diagnostic tests.

Different reimbursement arrangements might also shift savings from the external to the internal category in instances in which a provider is not part of an integrated system. A provider who was not affiliated with an integrated system but who treated HMO patients might be similarly rewarded for appropriate formulary management, which would shift those savings from being external to internal. But if the provider was paid purely on a fee-for-service basis, the savings would remain an external benefit.

The extent to which the use of health IT generates savings and how those savings are distributed across the health care sector can greatly influence the speed of broader adoption and use of those technologies. If health IT’s adoption primarily produced internal savings for the providers and hospitals that purchased the systems—that is, if the purchasers of the systems were able to capture most of the cost savings that arose from using the technology—then the adoption of health IT would probably proceed apace without any need for intervention by the federal government. But if health IT appeared primarily to provide external savings—that is, if those who adopted the systems were unable to garner a sizable share of the benefits—then the adoption of such systems might proceed very slowly without additional governmental support.

Of the research to date, most studies examine how health IT might make the delivery of health care services more efficient, and they tend to focus on a particular clinical practice or area of potential savings. The evolving nature of the U.S. health care marketplace and of health IT has made it difficult to apply the results of such research to national estimates of the impact of health IT on the costs and quality of care. The few studies that have attempted to do so appear to have substantial shortcomings that limit their usefulness in analyzing legislative proposals. And some potential areas of research and analysis remain largely unexamined. They include the ways in which the delivery of health care services might change in response to the efficiencies that health IT offers and how the large amounts of clinical data available through EHRs could contribute to analyses of the comparative effectiveness and cost-effectiveness of different treatments.

Underlying any consideration of the potential benefits of health IT are the financial incentives that influence the behavior of health care providers, hospitals, health insurance plans, and patients. The use of information technology might lead to greater efficiency in delivering health care and to higher-quality services, but financial incentives could constrain many of those positive changes. For example, EHRs could provide physicians with a useful tool for reducing the number of unnecessary or duplicated laboratory tests that they ordered, but the likelihood of such reductions could depend on factors such as whether physicians were compensated for controlling the use of laboratory testing (as in some managed care plans) or whether they derived income from ordering more tests. How well health IT lives up to its potential depends in part on how effectively financial incentives can be realigned to encourage the optimal use of the technology’s capabilities.
A general indication of health IT’s usefulness in improving efficiency and quality can be seen in the adoption of such applications by integrated health care delivery systems (such as staff-model HMOs). By their nature, those types of systems are able to garner more of the benefits of health IT than nonintegrated providers can. Not surprisingly, such entities have relatively high rates of adoption of health IT.

Estimates of the Potential National Savings from Widespread Adoption of Health IT

Two studies, one by the RAND Corporation and one by the Center for Information Technology Leadership, report estimates of the potential net benefits that could arise nationwide if all providers and hospitals adopted health information technology and used it appropriately. (For the RAND research, see Girosi, Meili, and Scoville, 2005; and Hillestad and others, 2005. The CITL study is reported by Walker and colleagues, 2005, and Pan and others, 2004.) Both studies estimated annual net savings to the health care sector of about $80 billion (in 2005 dollars), relative to total spending for health care of about $2 trillion per year. The studies, however, measured different sources of such savings. The RAND research focused primarily on savings that the use of health IT could generate by reducing costs in physicians’ practices and hospitals, whereas the CITL study limited its scope to savings from achieving full interoperability of health IT, explicitly excluding potential improvements in efficiency within practices and hospitals.

Neither the RAND nor the CITL study, however, is an appropriate guide to the budgetary effects of legislative proposals aimed at increasing the use of health IT. For example, both studies attempt to measure the potential impact of widespread adoption of health IT, not the likely impact; a CBO cost estimate, by contrast, would estimate the likely effect. And whatever the net savings to the health care system as a whole, the impact on the federal budget would be far smaller than that. Medicare and the federal share of Medicaid together account for only about one-fourth of total spending for health care services. Moreover, some types of savings, such as those from improved efficiency within a physician’s office, could not be realized by Medicare without revising payment rates to physicians, which usually requires legislation. There are also other reasons, discussed in detail below, that the studies are not appropriate for estimating the impact of a legislative proposal. The bottom line is that both studies appear to significantly overstate the savings for the health care system as a whole—and by extension, for the federal budget—that would accrue from legislative proposals to bring about widespread adoption of health IT.

The RAND Analysis. The RAND analysis itself notes that its estimate is of health IT’s potential savings and costs: “We use the word potential to mean ‟assuming that interconnected and interoperable EMR systems are adopted widely and used effectively ‟ [emphasis added].’ Thus, our estimates of potential savings are not predictions of what will happen but of what could happen with HIT [health information technology] and appropriate changes in health care [emphasis added]” (Hillestad and others, 2005, p. 1104). By incorporating the assumption of “appropriate changes in health care,” the study’s estimate deliberately does not take into account present-day payment incentives that would constrain the effective utilization of health IT, even if the technology was widely adopted. A key reason for the currently low rate of adoption of health IT may be that, given the way health care financing and delivery are now organized, the payment methods of both private and public health insurers in many cases do not reward providers for reducing some types of costs—and may even penalize them for doing so. Most providers are paid on a fee-for-service basis; if they were to reduce health care costs by providing fewer or less expensive services, they would have to submit lower charges to insurers, and as a result, their payments would decline. If technologies were adopted without changing those incentives, then the RAND estimate would be too high because the “appropriate changes in health care” assumed in the study would not have been made.

Another issue raised by the RAND study is that it was based solely on empirical studies from the literature that found positive effects for the implementation of health IT systems. Researchers offered this rationale: “We chose to interpret reported evidence of negative or no effect of HIT as likely being attributable to ineffective or not-yet-effective implementation” (Hillestad and others, 2005, p. 1105). However, a number of studies of health IT published in peer-reviewed journals have failed to find favorable results (for example, Garrido and others, 2005; Overhage and others, 2001). Consequently, the decision to ignore evidence of zero or negative net savings clearly biases—possibly quite substantially—any estimate of the actual impact of health IT on spending.
The methods researchers used in the RAND study would not be appropriate for assessing the savings that a legisla
tive proposal would generate because, unlike the proce
dures used for a CBO cost estimate, savings were not measured relative to a current-law baseline. Instead,
RAND researchers used the level of health IT adoption in 2004 as a baseline and assumed for comparison purposes that adoption remained at that level during the period over which they projected savings. A CBO cost estimate, however, would reflect the continuing growth in health IT adoption that would occur without any change in law. To the extent that health IT adoption has grown since 2004 and will continue to grow, that growth reduces the possible cost savings, compared with RAND’s estimate, that could come about by encouraging wider adoption.

In several specific parts of the RAND analysis, the savings that would accrue from widespread adoption of health IT appear to be overstated. For example, it is likely that the RAND researchers significantly overestimated savings for health IT from reductions in the average length of stay in a hospital. The RAND researchers assumed that reductions in lengths of stay would result in proportional reductions in costs. They noted, though, that health IT would primarily reduce lengths of stay by speeding up how quickly procedures were performed. If that is the primary channel through which lengths of stay are reduced, at least some costs will simply be shifted to earlier days in the stay and not eliminated—which argues for a reduction in costs that is less than proportional to the reduction in the average length of stay.

The RAND estimate also failed to take into consideration that hospitals often achieve reductions in their average-length-of-stay measures by shifting patients to another health care site, such as a skilled nursing facility. That practice produces fewer net savings because although such shifts reduce costs in the hospital sector, they increase them in the skilled-nursing sector.

Another issue raised by the RAND analysis is the method that the researchers used to estimate savings from eliminating or reducing the use of paper medical records: They based their findings on the experiences of recent adopters of electronic medical record systems and then applied the savings to all physicians’ offices. Yet that assumption might not be realistic for small practices (those that have fewer than four practitioners) because the same person who pulls charts in those offices typically also schedules appointments, administers billing, and performs other administrative tasks. Thus, although the overall workload of such staff might be diminished, those practices would find it difficult to reduce their costs by eliminating support staff positions. About half of physicians are in small practices; consequently, RAND’s estimate of savings in this area is probably overstated.

Finally, the RAND study did not consider the broader impact that reducing at least some types of health care costs would have on the utilization of services. If the widespread use of health IT reduced the cost of health care services, that decline would eventually be reflected in lower prices and copayments for patients—and as prices fell, patients would demand more care. Even if the researchers’ underlying assumptions about savings are accurate, the net effect of more use of health IT would probably still be lower overall costs than would otherwise be the case—but the reduction would not equal the amount that the RAND analysis has suggested.

The Study by the Center for Information Technology Leadership. Many of the same concerns raised by the

9. The study also makes what are probably optimistic assumptions about the savings from more efficient use of prescription drugs (for example, from switching to generic medications). It relies on the results of three studies of the effects of health IT on drug utilization, each of which has significant drawbacks. Two of the studies were conducted by a private consulting firm and were not published in a peer-reviewed journal; one of those studies was based on the experiences of only one clinic, and the other was an estimate of potential savings from using a particular vendor’s e-prescribing product. The third study was based on the opinions of an expert panel, which estimated savings only for capitated plans and not for fee-for-service plans. (In capitated plans, providers give specified services to patients for a fixed monthly fee, regardless of the amount of care each patient actually receives.)

10. Furthermore, the estimate of the reduction in the average length of stay was based on the average reduction reported in three studies. Two of them were single-hospital case studies that reported very different reductions—5 percent and 30 percent—in average stays; the third study was based on data from 1996, a period during which hospitals were significantly reducing their costs per admission in response to pressures from the spread of managed care. Today, more than 10 years after hospitals first experienced such forces, it is unlikely that additional savings would be as easy to obtain as they were during that earlier period.
RAND analysis apply to the study conducted by CITL. For one thing, the authors did not fully consider the impact of financial incentives in their analysis; they did not take into account the effect of those incentives on the use of health IT by providers, hospitals, and insurers or the effect on patients’ demand for health care services in the event that health IT reduced the cost of care. The CITL analysis also estimated the $80 billion in potential savings against a baseline of little or no information technology use. Savings would come, the study suggests, by moving the U.S. health care sector from Level 1 (with completely nonelectronic data and with all information written down or shared verbally) to Level 4 (with all standardized machine-interpretable data). The impact of moving from the current level of adoption to Level 4 would be much smaller because many of the nation’s health care providers already operate above Level 1 in their use of technology. (For example, Level 2 includes the use of fax machines, which are widely available in physicians’ offices today.) As the report by Pan and others (2004) states, “the model [used in the study] does not account for the ‘current state of affairs’” (p. 17).

Like the assumptions in the RAND analysis, some of those that the CITL study used appear to be overly optimistic:

- The CITL study estimated that the administrative cost of a laboratory test (encompassing both the provider’s and the lab’s expenses) was about $40 and that widespread interoperability could save about $38 per test—producing estimated national savings on lab tests of about $25 billion annually. However, the results of another analysis (Baker, 2005) raise doubts that the administrative cost of a lab test could possibly be as high as $40 to begin with.

- The CITL researchers assumed that fully interoperable health IT systems would eliminate 95 percent of avoidable tests, resting that assumption on the belief that physicians would choose to override the system’s warnings on such tests only 5 percent of the time. Other estimates of avoidable tests typically report higher override rates, however (Bates and colleagues, 1999b).

- The CITL study also assumed that at the highest level of health IT adoption, only 0.001 percent of prescriptions would require a phone call between a pharmacist and a prescribing physician. Certainly, greater implemention of health IT could significantly reduce the number of those telephone calls, but the reduction that the CITL researchers assumed does not appear to be attainable.

Evidence on Improvements in Efficiency from Adoption of Health IT

The potential of health IT to reduce spending for health care depends in large part on its ability to make care more efficient by cutting the cost of delivering services, avoiding redundant services, and improving providers’ productivity. Evidence from the literature on health IT, however, does not uniformly support the possibility of such savings. The potential for savings appears to depend heavily on their source and whether that source is in a hospital or in an ambulatory care setting (such as a clinic or a physician’s office). In addition, savings are difficult to assess because the trimming of costs in one area of a physician’s practice, for example, may be offset by increased costs or reduced efficiency in another area.

Estimating the impact of some potential sources of savings, especially those arising from greater exchange of information among providers, insurers, and patients, is especially difficult because health IT networks are in an early stage of development. Furthermore, health care providers and hospitals that were early adopters of health IT may have been motivated by particular characteristics of their organizations or operations that made them more likely than nonadopters to achieve benefits from health IT—in which case the outcomes they have seen might not be generalizable. Evidence of savings in the health care sector as a whole from adopting health IT is also limited.

Nevertheless, savings could accrue in a number of areas: the handling of medical records, the redundancy of diagnostic tests, the prescribing and use of drugs, the productivity of caregivers, and the length of hospital stays. Savings could also arise if a comprehensive interoperable health IT system, including a health information exchange that facilitated the sharing of health care information, was implemented.

Eliminating Paper Medical Records. Providers typically adopt EHRs with the intention of replacing their paper medical record systems. Research has shown that physicians’ offices can realize savings from reducing the pulling of paper charts and the use of transcription services (Wang and others, 2003). Those savings might not apply
in very small practices, however, because such offices typically have low but relatively fixed costs related to medical records and the physicians who work there are much more likely than those in larger practices to write notes manually in the charts. Savings from less pulling of charts is typically accomplished by reducing the number of staff required to do so. But that type of staff reduction may be impossible in a small practice if the employee who pulls charts also performs other tasks (such as scheduling and billing), as is usually the case.

The extent of savings to be gained from eliminating paper medical records would also depend on how well a physician used the new system. For example, most EHRs allow physicians to create templates that can significantly reduce the amount of time spent typing in notes, ordering medications, and so forth. But making effective use of templates and other features of EHRs would require a physician to make a substantial up-front investment in time to create templates suited to his or her style of practice and to learn how to use them effectively.

Moreover, many physicians would have to alter the way they practiced medicine to make a health IT system work for them, and not all physicians appear willing to make such changes. For example, some providers who have already installed EHRs continue to maintain paper charts; Miller and colleagues (2005) noted that 10 of 14 practices they examined stopped pulling charts—which implies that 4 practices still did not. Presumably, as physicians became more accustomed to the new electronic systems, they would stop using paper charts.

**Avoiding Duplicated or Inappropriate Diagnostic Tests.**

The possibility of duplicating diagnostic tests arises when patients are seen by different physicians in multiple facilities or when records make it difficult to discern which tests have or have not been administered. Inappropriate testing can also occur because of a physician’s habits or preferences, and a pattern of such testing may be easier to identify and change if information is in an electronic format. For the most part, any savings from avoiding duplicate or inappropriate diagnostic tests would be realized primarily by a health insurance plan, not a health care provider. Thus, the extent to which savings in this area would actually benefit providers is unclear.

Despite somewhat mixed results, most evidence suggests that EHRs have the potential to reduce the number of inappropriate laboratory tests. Bates and colleagues (1999b) found that providers canceled 69 percent of lab tests when alerted by an electronic notice that a test appeared to be redundant. That result, when combined with a related estimate that 9 percent of all lab tests appeared to be redundant (Bates and colleagues, 1998b), implies that EHRs with a notice of redundancy could reduce the number of laboratory tests by about 6 percent (69 percent of 9 percent). Consistent with this estimate, research by Tierney and others (1987) found that showing physicians information about a patient’s previous lab work when they ordered a test in a clinic’s order entry system and reminding them of the date of the patient’s last test reduced the volume of tests ordered by about 6 percent. A second study reported by Tierney and colleagues in 1988 found a drop of about 9 percent in lab charges. The Tierney research, however, is based on data collected in the mid-1980s, and its applicability in today’s health care environment is questionable.

By contrast, an evaluation of laboratory services in the outpatient facilities of two separate Kaiser Permanente regions that adopted health IT systems did not find a difference in the number of duplications as a result (Garrido and others, 2005). It is unclear what specific methods the systems used to prevent the duplication of tests and whether using the same methods shown to be effective in other studies would also have been effective for the Kaiser facilities. Moreover, as a fully integrated HMO, Kaiser appears to have already used non-health IT methods to reduce the number of unnecessary tests. For that reason, the results of the study may not be applicable to the non-HMO health care sector.

**Reducing the Use of Radiological Services.**

Less information is available about the impact of EHRs on the use of radiological services. The Garrido team’s 2005 study of Kaiser facilities also examined imaging and, as was the case with laboratory testing, found no change following the adoption of health IT. A study by Harpole and others (1997) found that providing physicians with evidence-based critiques of certain types of imaging at the point at which a provider orders a radiological study (that is, providing a clinical decision support system) had no significant effect on whether or not a test was ordered but did influence the types of radiological images that were taken. Health IT thus appears to ease the job of monitoring the use of radiological services, but there is little evidence that it helps control costs.
Promoting the Cost-Effective Use of Prescription Drugs.
Evidence suggests that in hospitals, features of EHRs—specifically, clinical decision support (CDS) and computerized physician order entry—could help reduce the cost of prescription drugs by prompting providers to use generic alternatives, lower-cost therapies, and, for more complex drug regimens, cost-effective drug management programs (Mullett and others, 2001; Teich and others, 2000). In outpatient settings such as clinics and physicians’ offices, health IT—specifically, e-prescribing—could alter prescribing practices in the direction of lower-cost drugs.11

Little empirical evidence exists, however, on the effectiveness of health IT to help manage the use of prescription drugs in either hospital or outpatient settings. One factor limiting cost savings is that physicians generally do not benefit financially from effectively managing the utilization of drugs. Instead, any financial gain is usually realized by health plans or pharmacy benefit management companies (PBMs). Moreover, because of their strong incentives to hold down costs, health plans and PBMs may already be capturing a substantial portion of those savings.

Improving the Productivity of Nurses and Physicians.
Several analyses have investigated whether EHRs in hospitals and outpatient facilities might increase the productivity of nurses and physicians. A 2005 summary of research by Poissant and others suggests that when health IT systems were in use, nurses in hospitals saw drops in the time required to document the delivery of care but physicians saw increases in documentation time. That finding implies that hospitals might be able to reduce their spending on nurses but not necessarily on physicians. Those studies, however, may have identified a short-term effect among physicians—that is, before providers had become accustomed to the new system and incorporated the new methods into their daily routine. In addition, most studies have examined health IT in teaching hospitals, and the generalizability of their results to more typical community hospitals may be limited.

Few studies have measured the effect of EHRs on physicians’ efficiency in outpatient settings, and those that have show mixed results (Pizziferri and others, 2005; Overhage and others, 2001). The lack of demonstrated gains in productivity as a result of implementing health IT systems may be partially due to some providers’ tendency to duplicate the system’s functions by continuing to do some tasks manually, such as maintaining paper records (Gans and others, 2005; Overhage and others, 2001). Physicians that eliminate or reduce their use of transcription services by adopting a health IT system may see savings, though. Intermountain Healthcare maintains that its savings from reducing transcription costs alone (as high as $12,500 per year for some physicians) contributed substantially to paying for its EHR, which cost about $2,500 per physician.12

The measures of productivity that researchers have used in such studies are relatively narrow and do not exhaust the ways in which the use of health IT might affect health care workers’ productivity. For example, the improvements in documentation that EHRs provide might help physicians improve their caregiving: If such systems led providers to spend more time documenting the care they delivered, the end result might be higher-quality care. Health IT systems might also enable a physician to provide other services for patients, such as helping them get appropriate preventive care, providing better education about their health, and assisting them in making choices from among an array of treatment options.

Reducing the Length of Hospital Stays.
Some research (Mekhjian and others, 2002) suggests that health IT could reduce the average length of a hospital stay by 5 percent or more by speeding up certain hospital functions (such as ordering and completing tests, ordering and administering medications, and collecting information and preparing for patients’ discharge) and by avoiding costly errors (such as adverse drug reactions that could lead to delays in discharging patients). Other research has produced mixed results.

11. Wang and colleagues (2003) estimate that health IT systems in the offices of primary care physicians could save 15 percent of total drug costs per year in capitated plans, but that number is based on the opinions of an expert panel and not on actual data. Given that capitated plans already have a powerful incentive to encourage the use of less expensive drugs, an effect of 15 percent may be overly optimistic. Some research also indicates that some providers apparently have trouble using the prescribing functions in health IT systems (Wang and others, 2003; Grossman and others, 2007).

12. Personal communication to CBO from Len Bowes, Senior Medical Informaticist, Intermountain Healthcare, May 18, 2008; Clayton and others (2005).
As discussed earlier with regard to the RAND study, reductions in the average length of hospital stays are unlikely to result in cost savings of a similar proportion to the reduction in average length of stay, such as that found by the Mekhjian research team (that is, of 5 percent or more). In particular, reductions in stays that stem from performing various hospital functions more quickly are not likely to cut costs as much as will reductions that result from improving care—for example, by diminishing the number of adverse drug reactions. Reducing the length of time required to process a lab test or diagnostic image from the time it is ordered to the moment the results are delivered only speeds up the delivery of care; it does not necessarily reduce the amount of care provided or its associated cost.

Moreover, the promise of shortening the average length of time that a patient stays in the hospital might not be very compelling to a typical institution because it already faces a sizable financial incentive to pare its costs per admission. Payment incentives in the Medicare program that encourage hospitals to reduce their per admission costs have been in place since the early 1980s; the average length of stay has fallen steadily since then, although recently, the downward trend has slowed (National Center for Health Statistics, 2007). In all likelihood, the majority of hospitals have already made most of the changes necessary to maximize their payments for the care of Medicare patients, and the additional money they would get from the next increment in reducing the average length of stay might not be worth the additional investment in health IT needed to produce it. Moreover, the payment methods for hospital stays that are common among private health plans—per diem payments (that is, a set fee per day in the hospital)—may work against shortening those stays.

### Evidence on Improvements in the Quality of Care from Adoption of Health IT

The use of health IT applications has the potential to increase patients’ safety within the overall health care system and improve the quality of the care that physicians and other caregivers provide. When used for prescribing medications, EHRs and their computerized physician order entry features can help prevent costly medical errors by checking patients’ medical records and the list of medications they are taking, screening the list for possible drug allergies and drug interactions, and alerting physicians to any potential conflicts. The quality of health care could be improved through the use of clinical decision support systems to remind physicians to schedule tests, help diagnose complicated conditions, and more effectively implement appropriate protocols for treatment. In addition, the extensive data about patients that the use of EHRs generates might allow researchers to inform evidence-based guidelines and compare the effectiveness of different treatments for different patients as well as the effectiveness of different designs for the delivery of care.¹³

Like the benefits from delivering care more efficiently, however, benefits that stem from improving the quality of care—and the potential cost savings that accompany them—are primarily realized by patients and insurers rather than the providers who generally make the investment in health IT that leads to those benefits. Seldom are providers directly compensated for improvements in the quality of their care. Indeed, if those improvements, for example, cut down the number of hospitalizations and office visits, they might actually reduce a provider’s compensation, especially in the case of providers paid on a fee-for-service basis (as is commonly the case). Improvements of that kind might enhance a provider’s reputation and thereby attract more patients over the long run. But those outcomes would not necessarily increase a provider’s income or lower his or her costs. (Also, some providers might discount the value of those benefits because they already had what they considered to be a sufficient number of patients and felt no need to add new ones.)

A possible benefit of improving care through the use of health IT, however, might be to lower malpractice insurance costs for providers. A number of firms that sell liability insurance for physicians are beginning to offer discounted premiums to practices that use EHRs.¹⁴

### Avoiding Adverse Drug Events

One of the most common types of medical error—and a focus of much research—is a so-called adverse drug event, in which a patient has an adverse reaction from being administered an inappropriate medication. Research examining serious errors in the medications that patients receive in hospitals has shown that such mistakes are both common and potentially expensive and that they could be substantially reduced through greater use of health IT. Studies have found
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¹³. Evidence-based guidelines are recommended methods of treatment that are based on empirical research.

¹⁴. Personal communication to CBO staff from Mark Leavitt, Executive Director, Certification Commission for Healthcare Information Technology, February 7, 2008.
potential reductions in error rates from the use of health IT of between 50 percent and over 90 percent (Potts and others, 2004; Bates and others, 1999a, 1998a; Evans and others, 1998). In a few other studies (Han and others, 2005; Nebeker and others, 2005; Upperman and others, 2005), researchers did not find that the rate of adverse drug events was lowered — although that result might have had more to do with the quality of the health IT systems being used than the performance of such systems in general.

Much less evidence is available on how EHRs affect adverse drug events in outpatient settings. One study (Gandhi and others, 2005) found no evidence of reductions in such errors but qualified those findings by pointing out the lack of sophistication of the systems used by the physicians in the study.

By maintaining a list of a patient’s allergies and current medications, a health IT system makes it easier for doctors to check for drug and drug-allergy interactions and for contraindications (stemming, for example, from the results of a laboratory test) to prescribing a particular medication. Health IT systems can also speed providers’ access to lists of possible side effects of particular drugs, which allows physicians to quickly verify whether a drug is appropriate for a given patient. Most EHRs (with or without a CPOE feature) automatically check for allergy and drug interactions and for the appropriateness of a particular medication and warn the physician of potential conflicts. Such systems can also provide doctors with standardized dosing amounts or recommended dosing guidelines that can help prevent errors in overmedicating and undermedicating patients. Further, the automated prescribing practices possible with CPOE features may help reduce errors resulting from miscommunication among physicians, pharmacists, patients, and nurses.

Because medical errors can lead to the use of additional health care services, health IT systems that successfully reduce such errors may also diminish expenditures on health care. The effectiveness of health IT in reducing errors, however, depends largely on the type, setting, and quality of the systems. One study (Jha and others, 2001) found that 1.4 percent of hospital admissions were caused by adverse drug events, and 28 percent of those were considered preventable. The average cost of treating the consequences of a preventable adverse drug event, researchers estimated, was more than $10,000. Another study (Honigman and others, 2001) determined that adverse drug reactions that arose through care provided at an outpatient facility and that required hospitalization occurred at an average annual rate of 3.4 for every 1,000 patients. Avoiding even a fraction of the errors that now occur in inpatient and outpatient settings could yield significant savings.

Some of the potential savings from errors originating among outpatient providers, however, are probably already being realized by existing electronic systems. Even though today very few prescriptions (an estimated 7 percent in 2008) are handled exclusively through electronic means, some aspects of prescribing are almost universally electronic. For example, nearly all pharmacies connect electronically to health plans when they enter a patient’s prescription into their computer system. At that point, the health plan has data on most if not all prescriptions that the patient has — and the pharmacist has that information through the health plan’s system — and both the health plan’s and the pharmacy’s systems typically check for drug interactions and possible allergic reactions. (If a PBM is also involved, it may undertake some checking as well.) A provider’s health IT system might still contribute to improving the quality of a particular patient’s care if, for example, the patient had a result from a recent lab test that might suggest something about his or her response to a particular medication — although it is becoming more common for health plans also to have access to lab results (SureScripts, 2007).

Expanding Exchanges of Health Care Information. The adoption of interoperable health IT systems could ease exchanges of health care information, which might not only improve the quality of care but also reduce costs. The effects of expanding such exchanges include:

- Lessening the duplication of diagnostic procedures (because results could more easily be made available to other providers);
- Preventing medical errors (because providers would have more accurate and more complete information about the patients they are treating); and

15. Not all serious medication errors, however, lead to adverse drug events. About 57 percent of all such errors have no adverse effect on the patient; they are often called “potential adverse drug events” (Bates and others, 1988a).
Lowering administrative costs (because automated transfers of test results, clinical information, and prescriptions among health insurers, physicians’ offices, hospitals, laboratories, imaging facilities, pharmacies, and public health agencies would be less costly than manual transfers).

The realization of other benefits from greater exchange of information, such as the availability of more data for medical research, lies further in the future (see the later discussion).

An increased capability to exchange information is not sufficient, however, to reduce costs and improve the quality of health care because existing mechanisms for paying providers do not create incentives to reduce costs by acting on that information. Indeed, in some cases, those mechanisms create incentives that discourage efforts to cut costs. For example, a provider who is paid on a fee-for-service basis might refrain from ordering a diagnostic test if the results of the same test recently ordered by another provider were in the patient’s EHR (owing to health information exchange); however, that fee-for-service physician would have no financial incentive to do so. Moreover, if the physician could perform the diagnostic test in his or her office by using office-based equipment (such as an X-ray machine), the stronger financial incentive would be to ignore the previous test’s results.

One potential source of empirical evidence on the benefits of health information exchange is the experience of integrated health systems that use systemwide EHRs—although separating out the impact of expanded information exchange from other health IT-related effects is difficult. The case of the VA illustrates some of the empirical challenges. The agency reports that its cost per patient has stayed relatively flat over the past several years, which it attributes in part to reducing the number of full-time-equivalent employees per 1,000 patients by 37 percent at the same time that the cost of medical care has been rising by about 6 percent per year (Evans, Nichol, and Perlin, 2006). After an adjustment for changes over time in the mix of patients that the VA sees, its spending per enrollee grew by a total of 1.7 percent in real terms from 1999 to 2005 (0.3 percent annually)—a rate significantly below Medicare’s real rate of growth in costs per capita of 29.4 percent (4.4 percent per year) over the same period (Congressional Budget Office, 2007a).

Those results cannot be attributed solely to the impact of the VA’s health IT program, however, because the VA differs in many ways from Medicare and other parts of the health system. In addition, the VA adopted other efforts to control costs during the 1999–2005 period; for example, it switched from a labor-intensive inpatient system to a system of outpatient clinics.

Expanding the Practice of Evidence-Based Medicine. Part of the motivation for the broader adoption of health IT has come from evidence of deficits in the quality of health care in the United States and large unexplained geographic variations in the utilization and cost of care (McGlynn and others, 2003; Congressional Budget Office, 2008). Many health IT systems have some type of clinical decision support function—such as automated reminders about preventive care—that could help physicians adhere to evidence-based guidelines, avoid preventable errors, reduce the use of procedures that have no demonstrated clinical value, ultimately improve the quality of the care that they provide, and possibly cut costs.

Measuring the effects of using clinical decision support on the costs and outcomes of care for patients is difficult, though. At this stage, empirical research has shown that the use of health IT in general and CDS features in particular can improve the quality of patients’ care, but it has not shown that improving care can, in turn, improve patients’ health or reduce costs.

Several studies suggest that CDS features can improve the quality of health care:

- Garg and colleagues (2005) reviewed studies on clinical decision support and found that most such functions improved the performance of practitioners. Reminders about using established guidelines for preventive care were found to be the most effective feature. However, few of the studies that Garg reviewed also reported improved outcomes for patients.

- Asch and others (2004) found that the quality of care received by patients in the VA system, which uses an EHR that includes CDS tools, was superior to that received by a nationally representative sample of the
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16. For example, the rate of back surgeries varies by state from just under 2 per 1,000 Medicare enrollees in Hawaii to more than 9 in Wyoming.
The VA practitioners’ adherence to recommended-care guidelines was greatest for indicators of quality care that were associated with a VA performance measurement program (in which the care that practitioners provide is tracked and monitored and feedback is given to each practitioner about his or her performance). However, as CBO’s 2008 report on geographic variation in health care spending notes, the VA medical system varies substantially across the nation in patterns of clinical practice, despite the fact that managers track providers’ compliance with national guidelines for the treatment of many medical conditions.

Consistent with the results from the VA, recently released data from a Medicare demonstration project of the Centers for Medicare and Medicaid Services (CMS) suggest that practitioners respond to rewards for high-quality care (Lindenauer and others, 2007). In that study, researchers coupled a CDS system with incentives to achieve a higher level of quality.

Yet a CDS capability does not always improve the quality of patients’ care, and even if it could, that improvement might not have the desired effect on costs. According to a broad range of research (Crosson and others, 2007; Linder and others, 2007; Sequist and others, 2005; Tierney and others, 2005, 2003; Subramanian and others, 2004; Harris and others, 1998), CDS functions have failed to increase physicians’ adherence to evidence-based standards of treatment for a wide variety of conditions, including chronic obstructive pulmonary disease, heart disease, diabetes, coronary artery disease, chronic heart failure, chronic renal insufficiency, and hypertension.

The failure to find positive effects from the use of CDS tools for those conditions could be due more to misaligned financial incentives than to limitations in the technology itself, or it could be attributable to the poor quality of some CDS features. Like all aspects of health IT, such tools are not uniform, nor are they all used equally well. The systems have been variously criticized as “cookbook” medicine, as not fitting well with the particular patterns of work in a given practice, or as unable to positively affect providers’ behavior (Frisse, 2006; Sittig and others, 2006; Bates and others, 2003). With time, the quality of such systems may improve, and users may be better able to routinely achieve the positive effects noted in some studies.

Better CDS tools could also boost spending in some ways. For example, the use of some features (such as reminders to practitioners about screening tests and other preventive services) could increase spending for health care by encouraging the utilization of some additional services. Moreover, physicians might order some recommended preventive treatments that were not cost-effective—because even though such practices might improve the health of patients, their costs might not be completely offset by reductions in future health care spending.

Generating Data for Research on Comparative Effectiveness and Cost-Effectiveness of Treatments. Proponents of the adoption of health IT note its potential to provide a massive source of new health care data—once patients’ identifying information has been removed and the data have been standardized and assembled in a repository—for research on the comparative effectiveness and cost-effectiveness of medical treatments. The data could provide more-comprehensive information about the health histories of different patients and about the outcomes of their treatments than has previously been available. And the depth and breadth of the data would make it easier to take into account the differences among patients who receive different treatments and allow researchers to assess a broad set of outcomes.

Some work of that nature is being conducted through the HMO Research Network and through a broader network of centers having access to electronic databases that was established in 2005 by the Agency for Healthcare Research and Quality (Congressional Budget Office, 2007b). The knowledge gained from such studies could:

- Improve treatment protocols and methods,
- Lead to better outcomes for patients,
- Lower costs for health care,
• Improve postmarketing surveillance of pharmaceuticals (to ensure that a drug is effective and has no unexpectedly harmful side effects) that have been approved by the Food and Drug Administration,

• Help target public health efforts, and

• Support early detection of outbreaks of diseases.

The Costs of Implementing Health Information Technology
Implementing a health IT system, whether in a single physician’s practice or in the multiple venues of an integrated health care delivery system, involves significant expenditures. Total costs for a health IT system include:

• The initial fixed cost of the hardware, software, and technical assistance necessary to install the system;

• Licensing fees;

• The expense of maintaining the system; and

• The “opportunity cost” of the time that health care providers could have spent seeing patients but instead must devote to learning how to use the new system and how to adjust their work practices accordingly.

The costs of implementing health IT systems vary widely among physicians and among hospitals, depending on the size and complexity of those providers’ operations and the extent to which a system’s users wish to perform their work electronically.

Owing in part to the wide variation in costs, evidence on expenditures for implementing health IT systems tends to be limited and somewhat conflicting. The initial investment and the cost of maintenance can be fairly easily determined—providers can obtain bids for a system from one or more vendors and thus have a relatively accurate estimate of what those costs will be once they have selected a vendor. Much less predictable is the productive time lost in learning to use the system and in adjusting patterns of work. Yet that nonmonetary investment may be an important factor in whether providers will be able to use the system effectively.

Social costs may also be a factor in providers’ adoption and use of health IT, and one such potential cost is the risk of lost privacy. Purchasers of health IT systems, which must comply with stringent federal and state rules and standards intended to protect patients’ privacy, bear the monetary costs associated with such protection. Given the ease with which information can be exchanged between health IT systems, patients whose physicians use them may feel that their privacy is more at risk than if paper records were used. (Health IT might also, though, support efforts to strengthen privacy by making it easier to track who accesses a patient’s medical record.)

The Cost of Health IT Systems for Physicians’ Offices
Estimating the total cost of implementing health IT systems in office-based medical practices is complicated by differences in the types and available features of the systems now being sold and differences in the characteristics of the practices that are adopting them. Many existing studies of the costs of implementing such systems lump together all direct costs (for hardware, software, licensing fees, installation, and training), do not include estimates of indirect costs (for example, practitioners’ reduced productivity during the early stages of adoption), and spread the costs of implementation over different time frames.

The few detailed studies available report that total costs for office-based EHRs are about $25,000 to $45,000 per physician (Gans and others, 2005; Kibbe and Waldren, 2005).18 Estimates of annual costs for operating and maintaining the system, which include software licensing fees, technical support, and updating and replacing used equipment, range between about 12 percent and 20 percent of initial costs, or $3,000 to $9,000 per physician per year (Miller and others, 2005; Wang and others, 2003).

Those studies indicate that smaller groups of physicians typically pay more per physician than do larger offices to implement health IT systems (Gans and others, 2005). Other possible savings may not depend on the size of a practice. Nearly all physicians already use information technology to manage the business side of their practices. Thus, many offices may already have much of the hardware necessary to operate a health IT system and need only purchase the software.

18. The studies that CBO examined commonly report costs on a per-physician or per-hospital-bed basis. Some costs may vary in a given setting along those dimensions; others are more fixed.
Moreover, the prices of health IT products appear to be falling (Kibbe and Waldren, 2005). In particular, some Internet-based applications that are becoming available might substantially limit costs to an annual subscription fee that could be as low as $2,000 per physician.19 (However, extremely low prices might signal lower quality and fewer components or features.) If prices continue to fall over time, the quantity and quality of the health IT systems that are purchased should increase.

Physicians who implement health IT systems typically experience an initial loss in productivity as they learn how to use the system and adjust the ways in which they practice. In a survey of health IT adoption conducted by Gans and others (2005), many physicians’ practices reported that after they implemented a system, productivity in their offices dropped by between 10 percent and 15 percent for at least several months. A study by Miller and colleagues (2005) found that among a sample of 14 small physicians’ offices implementing a health IT system, the average drop in revenue from that loss of productivity was about $7,500 per physician. That amount may understate the actual loss in productivity, however, because in some practices, physicians worked longer hours to keep the practice’s income the same as it was before the adoption.

The Cost of EHR and CPOE Systems for Hospitals
A few studies have examined the cost of implementing EHR and computerized physician order entry systems in hospitals.20 Such calculations are difficult: Hospitals vary widely in size and type; a variety of different health IT applications may be implemented, and there is a general lack of data on costs. Those challenges limit the generalizability to other institutions of any single hospital’s experience in implementing a health IT system.

For example, two studies—one in 2003 by First Consulting Group and the other reported in 2006 by Kaushal and colleagues—were carried out in teaching hospitals, making their results potentially unrepresentative of what would happen in a typical community hospital. First Consulting Group researchers used case studies of five hospitals or multihospital groups to develop a model for estimating hospitals’ costs for adopting a CPOE system. According to that model, a large 500-bed hospital would incur initial costs of $7.9 million and annual operating costs of about $1.35 million; a smaller 250-bed hospital would incur initial costs of about $3 million and annual operating costs of approximately $700,000. On average, implementation costs for the health IT system amounted to about $14,500 per bed, and annual operating costs were about 19 percent of those one-time costs, or $2,700 per bed.

The study by the Kaushal research group considered the cost of implementing a CPOE system at Brigham and Women’s Hospital, a 720-bed academic hospital in Boston affiliated with Harvard Medical School. That study reported costs totaling about $16,000 per year per bed for both implementation and maintenance between 1993 and 2002.

Researchers from the RAND Corporation (Girosi, Meili, and Scoville, 2005) estimated the costs of implementing CPOE systems using data from 27 teaching and nonacademic hospitals. That study reported a considerably higher average cost—nearly $63,000 per bed. The RAND researchers estimated that annual costs for maintaining and updating the system would equal 30 percent of acquisition costs—a figure that is higher than the corresponding proportion in other estimates and that adds $18,900 per bed per year. Although the RAND study used observations from a larger group of hospitals than the investigations discussed earlier, its sample was still quite small, and its estimates, as well as those of other researchers with small samples, should be viewed with caution.

Other factors may contribute to the variation in estimated costs for implementing hospitals’ health IT systems. They include differences in the amounts and types of associated training and labor costs (for operating the system) that researchers may take into account and differences in the years from which the data are taken (because of changes from year to year in the technologies, in costs, and in other factors). The RAND analysts observed a relatively linear relationship between the number of beds in a hospital and the hospital’s costs for implementing a health IT system and posited that health IT costs were budget driven; that is, such costs are influenced by the amount of money that the hospital has allocated for spending on health IT in general, and various
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20. EHR systems in hospitals generally include a CPOE component, so discussions of health IT in hospitals may use the two terms interchangeably.
projects, including an EHR or CPOE system, are funded as they rise to the top of the hospitals' list of priorities. Budgets for information technology for hospitals typically range from 1 percent to 3 percent of overall operating expenses. Hospitals that are part of integrated delivery systems with very sophisticated clinical IT capabilities (including those in outpatient settings) may have budgets for information technology that equal or exceed 4 percent.21

**Possible Factors to Explain the Low Rates of Adoption of Health IT**

In spite of the seeming advantages that health IT offers to physicians and hospitals, the proportion of those providers that actually use such systems is relatively small. Several factors may explain the low rate of adoption, including the challenges that arise in implementing the systems, the inability of providers to capture all of the financial returns of the health IT systems that they purchase, the possibility in the case of health insurance plans that the efficiencies they garner through the use of health IT will benefit their competitors, and uncertainty about the value of the advantages to be gained from adopting a health IT system and the evolution of laws affecting its acquisition and financing.

**Challenges in Implementing Health IT Systems**

Adopting a health IT system involves more than just deciding to spend money; it is a major organizational commitment that, for hospitals in particular, will probably last for several years. To take full advantage of such a system may require physicians to substantially redesign the way they practice medicine. EHRs are only as helpful as the information that goes into them. Some of that information is part of the system when it is purchased, but much of the technology's value comes when physicians devote considerable time to training, to personalizing the system, and to adapting their work processes to achieve the maximum benefits. Not surprisingly, the adoption rates for health IT systems are higher among younger physicians, who in general are more familiar with computers than their older colleagues (who were trained with paper charts as an integral part of patients' care and who may be more comfortable using such tools in their practices; Grossman and Reed, 2006).

In implementing a health IT system, providers must choose from among a wide array of vendors and options. With so many choices (for example, more than 40 different EMR vendors) and rapidly developing technologies, many providers may be concerned about buying the wrong kind of system for their practice, acquiring technology that has already become outdated, or purchasing a poor-quality system. They may wish to postpone the decision until more of their colleagues have purchased systems, allowing them to benefit from others' experience. Research suggests that providers who have purchased an EHR system tend to be in practices in which at least one physician is technically savvy and able to champion the cause of health IT (Miller and Sim, 2004). But relatively few practices include such a physician, which may lead many providers to wait until the systems become more standardized and demand coalesces around fewer but better-known choices. The large number of vendors and products may slow down adoption in the short run, but the winnowing process that occurs as some vendors leave the market is likely to identify the products that deliver the greatest value per dollar spent.

As noted earlier, the prices of health IT systems are falling, and over time that decline should lead to an increase in purchases. One question is whether such increased demand would be constrained by supply problems for qualified technicians to install and maintain the systems. Indeed, hospitals and large provider groups have already begun to complain about the difficulty of finding qualified technicians to maintain their systems.

**Providers' Inability to Capture Financial Returns from Health IT**

Many, if not most, providers would like to make more use of health IT in their practices, recognizing the technology's potential to improve the quality of the care they provide, increase convenience for their patients, and perhaps reduce costs in their office. But many of those benefits accrue to others rather than to the providers who purchase the health IT system. As a result, many providers cannot generate the additional income necessary to justify the significant investment in time and money that the adoption of such a system would require.

Some benefits to be derived from health IT increase in value as the network of those using the technology...
expands—that is, as other providers also purchase health IT systems. Providers who can perform functions electronically (such as communicating with each other, sending and receiving medical records, prescribing medications electronically, and ordering laboratory and imaging procedures) gain when other providers develop similar electronic capabilities. For example, the cost to a primary care physician of sending medical data to a consulting specialist is far lower with a health IT system—as long as the consulting specialist has an interoperable system that can receive the data electronically. However, some so-called network benefits accrue mainly to patients or health insurance plans and only indirectly to providers. Examples include less duplication of diagnostic tests or increased availability of patient data in accessible repositories, which could lead to more research on the best practices for treatment and care.

Health IT can contribute to improvements in the quality of health care that providers deliver, but it is relatively rare for providers to be compensated for such improvements. Pay-for-performance programs are in effect in some managed care plans in the Medicaid program and as pilot programs in the fee-for-service sector of Medicare. Such programs do not create a strong incentive to invest in health IT systems, though, because the payments are fairly modest. Another approach that Medicare has adopted is to not pay for poor performance in some areas. CMS recently began a program under which it will not pay for certain occurrences that it calls “never events” or “serious preventable events” (Department of Health and Human Services, 2008). Never events include such incidents as leaving an object in a patient’s body during a surgery; operating on the wrong patient or on the wrong body part of the right patient, or performing the wrong surgery; precipitating an air embolism as a result of surgery (in general, an air embolism is a bubble of air in a blood vessel that may cause trouble if it moves to the heart or brain); and providing incompatible blood or blood products. Never events occur rarely, and not paying for a service that leads to such an event is unlikely to have a big effect on providers’ behavior in adopting health IT.

Other than through such programs, the financial rewards for physicians and hospitals from improving the quality of their care (or avoiding the provision of poor-quality services) are indirect. A physician’s reputation for providing high-quality care might improve as a result of investing in health IT, and patients might want to see a physician who uses an EHR because they believe they will get better-quality care. Health plans, in recruiting doctors for their networks of physicians, might eventually find that doctors who used health IT systems were more attractive to patients than physicians who did not—provided that the plans could determine whether those doctors actually helped them attract and retain enrollees or lowered the cost of treating them.

Most networks of physicians today, however, cover nearly all the doctors in a given area, so physicians who were considering an investment in health IT would probably not include in their calculations whether their use of the technology would make their services more attractive to health insurers. They would also probably not expect to increase their income by improving the quality of the care they provided; thus, that factor would probably not be a key consideration for them. However, they might change their thinking if they knew that they would be directly compensated for implementing a health IT system or if they could report data on the quality of care that they provided—data for which they were being compensated—only by using such a system.

Other benefits, such as lower costs for maintaining medical records and transcribing clinical data, clearly accrue to the provider who purchases the health IT system. For example, Intermountain Healthcare reports that its savings from reducing transcription costs alone (as high as $12,500 per year for some physicians) contributed substantially to paying for its EHR, which cost about $2,500 per physician.22 But many providers, especially primary care physicians in small practices, might gain relatively little from implementing such a system because their practice would be too small to benefit from the efficiencies it would create. (For example, many providers would not save on transcription costs by purchasing a health IT system because they were not using transcription to begin with.)

**Competition Among Health Insurance Plans**

Health insurance companies may have an incentive to help providers acquire health IT systems: The technology could help lower the companies’ costs by improving both the quality of the care that providers deliver and patients’ health. But competition may limit the amount of assistance insurers give to providers to implement health IT.

22. Personal communication to CBO from Len Bowes, Senior Medical Informaticist, Intermountain Healthcare, May 18, 2008; Clayton and others (2005).
systems because the same savings and improvements in quality that such a payer might reap if providers used a health IT system could also benefit competing health insurance plans.

For example, suppose Plan A paid an additional amount per unit of service to providers who used EHRs in their offices. That additional payment would probably be determined by the benefit per patient that the plan expected to receive from the physician’s use of the system (a benefit that the physician could not capture). But Plan A could not realize all of that benefit, either because some of it would go to other payers—for example, Plan B, a competitor of Plan A, whose participants were seen by the same physician. If Plan B contracted with the same physicians that Plan A used but made no additional payment for the adoption of health IT, it would obtain the same benefit that Plan A obtained from improved quality and lower costs but would not have to pay for it. Thus, even though payers might gain many of the benefits that providers are unable to garner, a payer’s inability to prevent competitors from also gaining those benefits may limit the assistance it is willing to give providers to obtain the technology.

Health insurance plans might also hesitate to help pay for the adoption of health IT systems by providers because they cannot fully capture the returns from improving the quality of health care services that such systems may bring. Health plans undergo open enrollment each year, and many enrollees switch from one plan to another during that time. Unless the improved quality of care yielded savings quickly, it would probably do little to motivate insurers to help providers adopt health IT. In fact, health care plans largely address the quality of health care services only to the extent that the employers who purchase coverage for their employees demand it. Many employers are beginning to ask plans to take steps to improve the quality of health care. However, even very large employers may have little leverage with insurance companies to encourage improvements because their workers are usually dispersed across the country. And few employers have enough employees in any one community to enable them to demand changes. In addition, the outcomes for people’s health that improvements in the quality of care might provide are still unknown in many cases because not enough research has been done.

Rather than help providers obtain EHRs for their offices, some insurers use other types of electronic records, such as personal health records (PHRs) and payer-based health records (PBHRs). The PHR is controlled by the patient, the PBHR by the health insurance plan (see the appendix for additional information). Both types of electronic record deliver at least some of the network benefits to payers that would be available if physicians used health IT systems, and they present fewer issues related to competition. For example, even though the information in PBHRs and PBHRs is not at the same level of detail as the data in EHRs, such records could still help eliminate duplicate diagnostic tests and identify current medications and medical conditions through the data on insurance claims that they do include—information that would be helpful, for example, in a hospital emergency room. But even these alternatives to EHRs have encountered obstacles to implementation related to competition. Payers in some markets have been reluctant to share claims data and other information, fearing that competitors could use it to their detriment.

Worries that the use of health IT will benefit competitors are not limited to health plans. Hospitals and other providers may be concerned that such systems will cause them to lose some degree of control over what they may consider to be proprietary information: the information in their patients’ charts. Patients always have the right to access their medical records, but if the records are paper, the impediments to doing so (including the need to make copies) naturally limit the number and nature of the inquiries they are likely to make. Medical data that are stored electronically, however, coupled with the growing availability and popularity of personal health records, imply less control of health data by providers and more control by patients—and potentially greater access to those records by other providers and health plans.

The increased availability of that information through the use of EHRs improves the quality of care for patients. (For example, a hospital emergency room with access to a patient’s primary care physician’s medical record can better treat that patient, and researchers have more data for evaluating the effectiveness of various medical treatments.) But some providers could lose patients to competitors; the fact that electronic medical records can be so easily transferred makes it easier for patients to change physicians. Providers might also worry that the ease of documentation and emphasis on greater transparency could have a negative impact if it showed them to be less competent than other competing providers.
Box 2.
The Federal Government’s Activities as a Payer

The federal government can influence the development and growth of health information technology (health IT) through its operation and management of federal programs that finance health care—in particular, Medicare, which accounts for about 20 percent of all third-party (insurance) payments in the United States, and Medicaid, a joint program with the states for which the federal government’s share of spending accounts for 8 percent of third-party payments. In addition to those two programs, the federal government pays for or provides health care through the Military Health System, the Veterans Health Administration, the Indian Health Service, and the Federal Employees Health Benefits Program.

What exactly the government should require of health care providers in those programs is beyond the scope of this paper. It is reasonable, however, to expect that the government would ask the same questions asked by private health insurance plans about the costs versus benefits of various health IT systems and that it would either encourage or require participating providers to use systems that are consistent with sound management of federally managed or funded health care programs. Because the government is not concerned about competitive issues, its efforts with regard to health IT are not constrained by fears of benefiting health insurance plans in the private sector.

The Centers for Medicare and Medicaid Services (CMS), which runs Medicare, has undertaken a number of initiatives and programs that encourage the adoption of health IT:

- The Medicare Care Management Demonstration provides financial incentives to medical practices on the basis of their performance on 26 measures of clinical quality. Physicians who use an electronic health record (EHR) certified by the Certification Commission for Healthcare Information Technology and who submit performance data to CMS electronically receive additional payments.

- In another demonstration announced in October 2007, CMS will make bonus payments to small physician practices that use certified EHRs. All participating practices will be required to use a certified EHR to perform specific functions, such as clinical documentation and electronic ordering of prescriptions (e-prescribing), that can positively affect the quality of patients’ care. The core incentive payment to the practices will be based on their performance on measures of quality, with an enhanced bonus based on how well integrated the EHR is in helping physicians manage care.

- In accordance with a recently passed law, CMS is implementing the Physicians Quality Reporting Initiative, through which physicians receive extra compensation for submitting data to CMS on the quality of the care they deliver. (Although physicians are not required to use health IT systems to prepare and transmit those reports, such systems facilitate that reporting.)

- CMS is working with Medicare Advantage plans, the program’s managed care option, to encourage them to offer personal health records (described in the appendix) to their members.
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CMS published a rule in 2006 and recently proposed another that would establish standards for e-prescribing for the Medicare program. The rules do not require providers to use e-prescribing in their practices; however, if providers are planning to use such an application to prescribe medication for their Medicare patients, they must abide by the CMS standards.

In addition to creating payment incentives to encourage providers to adopt health IT, CMS is working—as are a number of private health insurance plans—to develop policies for the use of health IT and standards for the systems. For example, CMS is a member of the American Health Information Community (a federal advisory committee established by the Department of Health and Human Services, or HHS) and participates in many of its working groups. In 2007, CMS administered a total of $98 million in grants to states for the Medicaid Transformation program; the bulk of those grants were focused on implementing e-prescribing, EHRs, and the capability for health information exchange. CMS also provides technical assistance to small and medium-sized physician practices to help them obtain health IT systems and coaching for practices that acquire health IT practice management systems.

Other federal agencies that purchase health care are also involved in efforts to further the development and broad adoption of health IT. The Department of Defense (DoD), the Department of Veterans Affairs (VA), and the Office of Personnel Management (OPM) have worked with HHS to adopt health information standards for use by all federal health agencies. As part of the Consolidated Health Informatics initiative, more than 20 federal agencies have agreed to endorse standards that enable information to be shared among agencies and that can serve as a model for the private sector. OPM has agreed to create incentives aimed at encouraging providers to adopt health IT in its contracts with insurers that participate in the Federal Employees Health Benefits Program.

The VA and DoD are both extensive users of health IT. For several years, the VA has used an EHR, the Veterans Health Information Systems and Technology Architecture (VistA), in providing care to U.S. military veterans and, according to some empirical studies, has improved the efficiency of its health care delivery and the quality of the care it provides. The VA has made VistA an “open source” system—available to the public at no charge—thereby lessening the cost to providers of adopting health IT. DoD has developed and is in the process of implementing an EHR—known as AHLTA [armed forces health longitudinal technology application]—for its health care system. Currently, AHLTA gives health care providers access to data about the conditions that beneficiaries are being treated for and their prescriptions and diagnostic tests, as well as additional information. DoD is also working with the VA to develop a way by which health information can be transmitted seamlessly and instantaneously between the two agencies.

1. The open-source version of VistA is known as WorldVistA. Although it is free, it is a relatively sophisticated system that may be intimidating for providers who have little experience with computers. An additional drawback for such providers is that WorldVistA may not come with the same level of on-call technical support and other similar types of assistance that are typically part of the EHR products of for-profit vendors.
The perceived loss of control of health data that makes some providers reluctant to adopt health IT may also make them hesitate to share information if they implement EHRs in their practice. Such reluctance has been a major stumbling block in efforts to establish and maintain regional health information organizations and to support greater exchange of health care information.\(^{23}\)

**Regulatory Impediments**

State and federal regulations regarding health IT are evolving. One major issue concerns federal rules related to donations of health IT that hospitals and other large providers may want to make to providers with whom they work. Recent changes in such rules have created so-called safe harbors that allow those donations to take place without violating prohibitions on physician self-referrals. But some providers, payers, and other participants in the health care sector may be reluctant to make or accept donations until the rules regarding them are clearer.

The Departments of Health and Human Services (HHS) and Justice have attempted to clarify those rules, but other agencies, including the Internal Revenue Service (IRS), are still developing their regulations. The IRS has addressed the question of nonprofit hospitals’ donations of health IT to physicians, but it is still studying related issues, such as the tax-exempt status of regional health information organizations and of organizations formed by payers and others to promote the adoption of health IT.

A major aspect of policymaking in regard to health IT has to do with ensuring that proper safeguards are in place to protect confidentiality and patients’ privacy. The ability of health IT systems to speed the exchange of data and expand the amount of information that is shared also increases the risk that the confidentiality of personal health care information could be compromised (although in one sense EMR and other systems could lessen that risk by making it easier to monitor who accesses a person’s medical record). Efforts to clarify and update federal and state laws regarding privacy are well under way, but the final form of those laws is uncertain—another factor that could be constraining the widespread adoption of health IT.


**The Federal Role in Implementing Health Information Technology**

The federal government is both a purchaser of health care services and a regulator of health IT. As a purchaser, the government has an interest in improving the quality and the value of the care provided by Medicare, Medicaid, and other federal health care programs (which together account for about one-third of total national expenditures on health care). If, indeed, health IT improves the quality of care while lowering its costs, then the federal government as a payer might consider actions that would facilitate the adoption of health IT, as long as the costs of those actions did not exceed the savings expected from them or the value of the improvements in care. (Box 2 on page 22 describes federal activities relating to the government’s role as a purchaser of health care services.)

As a regulator, the government is helping coordinate and facilitate the development and use of health IT. In general, its regulatory actions have been limited to functions (such as developing standards for interoperability) that would appear to be more difficult, more time-consuming, or more costly than those that the private sector could deal with on its own. (Box 3 describes federal activities relating to the government’s role as a regulator.)

**Issues for Consideration**

As the prominence of health IT has grown—in terms of its potential for increasing the efficiency and improving the quality of health care—policymakers have debated the appropriateness of the federal government’s being involved in stimulating and guiding its adoption. Two factors lend support for such a role. The first is the federal government’s position as a major purchaser of health care services through such programs as Medicare and Medicaid. As the manager of those programs, the government is responsible for running them efficiently and maintaining a level of quality in their services that reflects the views of the electorate as expressed by policymakers. As a payer, the federal government assesses the benefits and costs of health IT in its various forms, determines which elements of the technology should be required to run federal health care financing programs efficiently and at the desired level of quality, and takes appropriate steps to achieve the level of use of health IT that meets those criteria.

The second factor lending support to possible federal intervention in furthering adoption of health IT is that the technology has some characteristics of a public
Box 3.

The Federal Government’s Activities as a Regulator and Funder

The Department of Health and Human Services (HHS), through the Office of the National Coordinator for Health Information Technology (ONC), leads the federal government’s efforts to encourage the adoption of health information technology (health IT). ONC’s primary responsibilities are to coordinate the development of standards for health IT systems to ensure interoperability (the systems’ capability to communicate with each other) and the development and implementation of a national health information network through which interoperable health information can be exchanged. (For additional information, see Box 1 on page 2.)

To help spur adoption of health IT, HHS has established a new rule—which was developed by the Centers for Medicare and Medicaid Services and the HHS inspector general—to make it easier for hospitals and other entities to give health IT systems to physicians. (The incentive for a hospital to provide health IT equipment and technical assistance to physicians who are associated with it is that such interoperable health IT systems may enable the hospital to better control its costs and improve the quality of the care it provides.) The new rule creates two new exceptions to a so-called physician “self-referral” law, which prohibits a physician—unless an exception applies—from referring Medicare patients for certain designated health services to entities with which the physician has a financial relationship. The two new exceptions are as follows: First, entities that furnish the designated health services may give to physicians interoperable electronic health record (EHR) software, information technology, and training services; and second, hospitals and other entities may provide physicians with hardware, software, or other information technology and training necessary and used solely for the electronic prescribing of medications. The rule also specifies that recipients of such health IT donations pay at least 15 percent of the price of the system.

HHS has also supported the development of health IT through grants administered by ONC and the activities of other HHS agencies. The department has funded efforts to enhance the privacy and security of personal health information, promote antifraud activities for EHRs, support the development of standardized measures of adoption for such records, and organize groups of qualified experts to advise the federal government in its activities concerning the clinical decision support feature of many EHRs. The Agency for Healthcare Research and Quality within HHS funds research and development to support and stimulate investment in health IT, especially in rural and underserved areas. The agency also created the National Resource Center for Health Information Technology, which provides technical assistance on health IT. The Health Resources and Services Administration within HHS provides technical assistance as well to health centers and other grantees in adopting model practices and technologies.

HHS has also provided funds to other entities. In 2005, it established the American Health Information Community (AHIC), a federal advisory committee made up of public- and private-sector leaders who represent a broad spectrum of health care stakeholders. AHIC was established to make recommendations to the Secretary of Health and Human Services on how to make health records digital and interoperable and ensure that the privacy and security of the records are protected; it is charged with accomplishing those goals by relying as much as possible on the private sector. (Other private-sector entities established with the assistance of HHS funding include the Health Information Technology Standards Panel and the Certification Commission for Healthcare Information Technology; see Box 1 for additional information.)
good—that is, a good that would be provided in a less-than-optimal amount by private markets if the government did not intervene. A fundamental characteristic of a public good is the presence of a free-rider problem, whereby some of the parties that directly benefit from the good are able to secure its advantages without being charged for them. Such goods are undersupplied because the receipts that they generate for their producers do not adequately represent their value to individuals (because consumers of the good can obtain its benefits without paying for them).

One feature of health IT that may qualify as a public good is the wealth of information that can be captured through EHR systems. (As discussed earlier, if researchers combined data from the EHRs of the population, they might be able to understand the spread and prevention of various diseases and injuries—and eventually develop cures and treatments; assess the effectiveness of various treatments; and more readily detect potential treatment hazards.) Some analysts contend that because such information is a public good—once generated, it would not be feasible to restrict its use—it is unlikely to be produced without the government’s intervention. According to that argument, the government has an interest in the adoption of health IT systems that could readily generate such data and therefore a reason to become involved in standardizing coding systems and methods. In addition, the government would want to encourage the recording of such information and subsequent analytical studies as well as the dissemination of results.

Health IT also resembles a public good because of its network effects: Some of its benefits increase in value as more providers purchase and use interoperable systems. Those benefits include, for example, being able to exchange relevant medical information electronically, a less expensive option than the use of paper. The additional user of health IT provides a benefit to existing users in the community that is available to all of them at little or no additional cost and from which it is difficult to exclude an existing user. Because a would-be purchaser of health IT fails to account for the value of the network’s expansion in calculating the benefits to be gained from implementing such a system, too few people (relative to the number that would enhance overall economic well-being to the greatest degree) will purchase health IT systems.

Given that the returns of health IT to the providers who invest in such systems are less than the returns to society as a whole, an argument could be made that the federal government’s intervention is necessary to raise the rate of the technology’s adoption to be more in line with its total returns. But the fact that health IT has some characteristics of a public good does not necessarily mean that the federal government must intervene, nor does it prescribe an appropriate form of intervention. Another alternative for enhancing adoption might be private-sector cooperative arrangements to help providers purchase systems that would be jointly funded by the participants and that would benefit the market as a whole. Some areas of the country, such as Indiana, boast successful regional health information organizations that, without federal assistance, facilitate the broad exchange of health care information within a community. Similarly, markets for products that have networklike benefits have developed in other cases without the government’s help. The market for fax machines, a product that provides network benefits, is an example.

Relying on private markets to act, however, would probably lead to a slower rate of adoption than if the federal government intervened. Private-sector participants would have to engage in time-consuming negotiations to reach agreements acceptable to most parties. By contrast, the government could either limit its intervention to such activities as setting standards and supporting the development of regional networks for health information exchange or act more broadly to encourage health care providers and payers to purchase health IT systems.

The government may also have a special interest in protecting individuals’ rights with respect to health information, especially in regard to privacy and people’s access to personal health records. Competing interests are involved in relation to privacy issues. On the one hand, people expect and hope that their individual privacy will be protected in electronic transactions regarding their health care. On the other hand, researchers seeking to improve health care outcomes would like relatively free access to health care data for use in their work. Many analysts believe that given those competing interests, the government’s involvement is critical in developing rules to protect individuals’ privacy in health care transactions but still facilitate relatively unfettered access to personal health records for the purposes of research.
Options for Federal Efforts to Promote Adoption of Health IT

If the federal government chose to intervene directly to promote the use of health IT, it could do so by subsidizing that use or by requiring it. Steps might include, for example, having Medicare pay an additional amount per billed service to providers who used EHRs or requiring that providers who wished to participate in Medicare obtain an EHR by a specified date or pay a penalty. From a budgetary perspective, the subsidization approach is less likely to generate cost savings for the federal government because of the direct budgetary costs of the subsidy.

Paying a bonus to providers that used health IT (in an amount less than or equal to the value of the providers’ use of the technologies) would enable practitioners to capture more of the benefits that their use of health IT would produce and give them a stronger financial incentive to invest in a system. But that approach would be likely to lead to a net cost for the government—and possibly a large one. Even a small bonus could be expensive because it would be paid not only to those providers who newly purchased health IT but also to providers who already had such systems. Because a small bonus would attract relatively few takers, the bulk of the bonus would be paid to providers that already had health IT. A large bonus would entice more new purchasers, but it would add further to the overall net cost of the federal subsidy. (An alternative approach might be to target a subsidy to various types of providers, the amount of which would depend on their ability to capture the financial benefits of health IT. Thus, providers who were associated with staff-model HMOs and other highly integrated organizations would receive relatively small subsidies, whereas solo providers would receive relatively larger amounts.)

A mandate to purchase health IT, or to purchase a particular functionality such as e-prescribing, by contrast, would probably induce nearly all providers to adopt it at a small cost to the government, and might produce net savings in health care spending. The requirement could be enforced either by not paying providers who failed to adopt such a system for other health care services that they delivered, or by imposing a specific penalty on those who did not comply. A less prescriptive version would involve paying providers without a health IT system less for any given procedure than providers with a health IT system were paid, which would create an implicit penalty for failing to adopt the technology. Either of those approaches, though, would come at a cost to providers, and that cost would be greatest for providers who were least able to capture the financial benefits of health IT systems. If policymakers are interested in promoting health IT, some version of a requirement or an explicit or implicit penalty for providers who fail to adopt health IT is likely to be more cost-effective for the federal government than a subsidy.
Appendix:
Common Terms in Health Information Technology

Health information technology (health IT) is a broad term that is commonly used to describe the use of computers and electronic applications in providing and documenting medical care. The most common health IT terms include several types of health records—the electronic medical record (EMR), the electronic health record (EHR), and the patient health record (PHR)—as well as computerized physician order entry (CPOE), clinical decision support (CDS), electronic prescribing (e-prescribing), and interoperability. EMRs, particularly those in hospitals, in many cases include CPOE and CDS applications. Also part of the health IT landscape are the health information exchanges (HIEs) and regional health information organizations (RHIOs).¹

The electronic medical record is equivalent to the paper-based medical record that a health care provider maintains for a patient. The National Alliance for Health Information Technology defines it as “[a] computer-accessible resource of medical and administrative information available on an individual collected from and accessible by providers involved in the individual’s care within a single care setting.” The EMR contains demographic information and clinical data (related to the practice of medicine) on the individual, including information about medications, the patient’s medical history, and the doctor’s clinical notes (Moshman Associates, Inc., and Booz Allen Hamilton, 2006). The EMRs currently in use vary considerably. Basic systems include patient information, doctors’ clinical notes, and results from diagnostic tests. Systems that are more sophisticated also include such features as e-prescribing and warnings about drug and allergy interactions. The most advanced EMRs add CPOE (see below), registry functions that support population management, and clinical decision support.² The variation in what different EMRs can provide has complicated measurements of the rate of their adoption and led to seemingly contradictory estimates.

An electronic health record is defined as “[a] computer-accessible, interoperable [see below] resource of clinical and administrative information pertinent to the health of an individual.” An EHR differs from an EMR in that information is drawn from multiple clinical and administrative sources and used primarily by a broad spectrum of clinical personnel involved in the individual’s care, enabling them to deliver and coordinate care and promote the person’s wellness. Any ambulatory-care EMR that meets the certification requirements of the Certification Commission for Healthcare Information Technology (see Box 1 on page 2 for more information) and that includes access to data sources beyond the physician’s office would be termed an electronic health record with the EMR embedded in it. Despite their differences, the terms “EMR” and “EHR” are often used interchangeably.

¹ The definitions included here draw heavily on an interim draft document prepared by the National Alliance for Health Information Technology, with guidance from BearingPoint, Inc. The effort is funded by the Office of the National Coordinator for Health Information Technology to achieve consensus on definitions for five health IT terms: electronic health record, electronic medical record, personal health record, regional health information organization, and health information exchange.

² Registries generally track patients who have a particular disease or who have received a specific treatment. They collect additional information (such as measures of health status or test results) that is typically not contained in insurance claims records.
A personal health record is another type of electronic record that is distinguished in part by who controls it: A PHR is controlled by the patient, whereas the EHR is controlled by the provider. The PHR is defined as “[a] computer-accessible, interoperable [see below] resource of pertinent health information on an individual. Individuals manage and determine the rights to the access, use, and control of the information. The information originates from multiple sources and is used by individuals and their authorized clinical and wellness professionals to help guide and make health decisions.” In contrast to the EHR, in which providers enter data, people who use a PHR manage the data contained in it. As a result, the quality and comprehensiveness of the information in a PHR vary considerably, depending on how much effort the patient wishes to expend and his or her access to data.

PHRs may and frequently do include data on insurance claims for medical services that the patient has received. (Some health insurance plans now provide PHRs to their members and insert their claims data.) By comparison, EHRs typically contain data that are more clinical in nature, such as the physician's notes on treatment or services provided. (They may also contain data from other providers if the patient was referred to a specialist.) In essence, the PHR’s data are broad but not especially deep, whereas the EHR’s data are less broad but much deeper. The PHR, however, has the potential to be the basis for the electronic health record, the repository for all health data on a particular patient.

Many health plans and some employers now offer the use of PHRs to their members or employees, but while such a record can be a benefit to consumers, it may also raise questions about who owns the record, how it can be used, and whether the data in the record can be transferred if the person switches health plans or employers. Firms such as Google and Microsoft are now (or soon will be) offering a PHR product.

A payer-based health record (PBHR), yet another type of electronic health record, is owned and administered by a health plan. It includes whatever data are available to the health plan but primarily those related to claims. It may also include demographic information provided by the patient at the time of enrollment. It does not contain clinical notes; however, owing to the increasing amount of data required in submitting claims to payers, a PBHR may comprise laboratory results, radiological readings, prescriptions, and complete reports for inpatient and outpatient hospital care, as well as other types of information. A PBHR may be useful—for example, when a patient visits a hospital emergency room—because hospital staff can access the record to obtain critical data on the patient, such as information that could help prevent adverse drug events.

Computerized physician order entry systems are electronic applications that physicians use to order medications, diagnostic (laboratory and radiology) tests, and ancillary services (Poon and others, 2004). Typically, such systems are used in hospitals, often with an EHR; however, many outpatient EHRs also provide CPOE functions. Because EHRs and CPOE are so often connected in hospitals, a facility's health IT system may be described as either an EMR, an EHR, or a CPOE system, adding to the confusion over what system the hospital is actually using. (Studies that examine the effects of health IT in hospitals often measure reductions in duplicate orders for laboratory tests, and those reductions are possible only if the hospital has both an EHR and a CPOE system.)

Clinical decision support systems are often used in combination with CPOE functions in hospitals to assist physicians with decisionmaking by providing reminders, suggestions, and support in diagnosing and treating diseases and conditions. The range of features that CDS systems offer includes drug-dosing assistance, checks for drug allergies and drug-drug interactions, access to the latest evidence-based protocols, reminders about preventive-medicine tests, and guidance for complex antibiotic management programs. Both CPOE and CDS systems vary considerably in their complexity and capabilities.

E-prescribing is the electronic transfer of a prescription from the prescribing physician’s office to the pharmacy, which allows a patient to make only a single trip to the pharmacy to pick up the prescription once it has been filled. E-prescribing has received a great deal of attention but is not very common. Many physicians who have EHRs in place could easily generate prescriptions using the electronic record—and thus benefit from the CDS function that many EHRs include—but in the end they often print out a prescription for the patient to take to the pharmacy. Using the EHR to generate a paper prescription may reduce transcription errors and reduce the physician’s time and effort, but the patient must still deliver the prescription to the pharmacy.
Interoperability describes the capacity of one health IT application to share information with another in a computable format (that is, for example, not simply by sharing a PDF [portable document format] file). Sharing information within and across health IT tools depends on the use of a standardized format for communicating information electronically—both among the components that constitute a doctor’s office EHR (clinical notes, lab results, and radiological imaging and results) and among providers and settings that use different health IT applications. An interoperable health IT system would allow a hospital physician to view the contents of an EHR from a patient’s primary care physician and enable the primary care physician in turn to view all notes and diagnostic tests from the patient’s hospital visit. Interoperability is the feature that would allow the creation of a single comprehensive medical record that could follow a person throughout his or her life and from one geographic area to another.

A key component of interoperability is the establishment of a health information exchange, an “information highway” of sorts. An HIE is defined as “the electronic movement of any and all health-related data according to an agreed-upon set of interoperability standards, processes and activities across nonaffiliated organizations in a manner that protects the privacy and security of that data; and the entity that organizes and takes responsibility for the process.” Without such an arrangement, a physician could still receive lab results in a computable format and use e-prescribing, but a hospital could not, for example, access information on a patient that is stored in the physician’s office EHR. Health information exchanges are even less common than EHRs; however, some integrated health care delivery systems, such as Intermountain Healthcare in Utah and southern Idaho and the Veterans Health Administration, share information within their networks and operate much like health information exchanges. However, because they have access only to data within the network, they may not have a comprehensive view of a patient’s record.

A regional health information organization is defined as “a multi-stakeholder governance entity that convenes nonaffiliated health and healthcare-related providers and the beneficiaries they serve, for the purpose of improving health care for the communities in which it operates. It takes responsibility for the processes that enable the electronic exchange of interoperable health information within a defined contiguous geographic area.”
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